About This Book

Social networking is wonderful yet staggering. In a short space of time user populations greater than the populations of nation states have joined social networks. One social networking website and one related websites each report amassing over 1 billion regular users. Yet, the legal and other issues involved with social networking and related websites are getting as many media headlines as the technologies themselves. Some of these are

similar to established legal issues, however, with increasing frequency, the issues are entirely new. In addition, the scale of the issues are at a level unprecedented in collective memory. If that was not enough, the pace of the legal and other issues which must be considered, and more importantly the pace and urgency with which they must be dealt with, add significant temporal pressures. It is timely and appropriate for a legal book which

seeks to outline the new law and issues relating to social networking. It also sets these developments in the context of social networking but also related websites and the wider developments of Web 2.0 second generation internet.

The growing law and issues of, and created by, social networking and related websites involve real and diverse concerns for policy. The concerns face the website operators, users,

parents, schools, universities, employers, organisations, outsource organisations, the police, lawyers, courts, rights organisations and policymakers. Just some examples of the social networking issues include: ...

internet; internet and technology; new second generation internet activities; describing social networking; definitions; categories of social networking; concerns and risks; online abuse; suicide; data theft and identity theft; misuse, marketing, direct marketing; targeted behavioural marketing; tracking; sensitive personal data online; privacy and data protection; a new era for privacy; the EU Article 29 Working Party Opinions on Social Networking, Search Engines and the Future of Privacy; policies; terms & conditions; privacy statements; small print; too much data; data minimisation; technical privacy settings; consent; transparency; default settings; unilateral changes; retention periods; are Privacy Statements successful?; security; tagging; facial recognition; user awareness; policy changes; advertising; Facebook Beacon; personal data after leaving; borders; advertising and targeted behavioural marketing; Facebook and the Beacon settlement; Phorm; data breaches; trust and security; evidential issues 2.0; Cloud computing; employees; education; employer liability issues; viruses, etc.; bandwidth and resources; defamation; employee profiles; telecommuting; employees and Blogs; harassment; civilremedies in courts for users; employee monitoring; public organisations and information published; existing employees; potential employees; using social networking for business; education; policy on social networks; fan pages; spoliation changes; archives; social networking and educational institutions; personal relations and personal data; stalking, harassment, bullying, grooming; cases and laws; relationships fall foul of social networking; social sexting; texting; social networking, employees and data  protection; employee monitoring; employee problems; telecommuting; employee defamation; employee Blogs; public organisations and information published; private employees; existing employees; potential employees; bandwidth; harassment; employee and employer liability issues; social networking and educational institutions; social networking personal relations 2.0; relationship fall foul of social networking; stalking and harassment; bullying; sexting; texting; social networking after death; what happens social media profiles of the deceased?; children and social networking; social networking and internet access issues; social networking, Peer to Peer (P2P) and privacy; user generated content (UGC) and copyright; social networking and sport; social networking, courts, witnesses, jurors, etc.; data protection and Privacy by Design (PbD/DPbD); Facebook’s Irish Audit; law, policy, policymakers, parents, schools, victims of online abuse; data protection: the  future
Social networking and related websites present victims, lawyers, parents, society and policy

makers with the most pressing legal issues today ... and more issues and concerns than occur in any other field of contemporary law. Compliance personnel, HR, IT, legal academics, students, librarians and any one interested in Social Media and internet law. Schools, educators, parents, organisations dealing with online abuse, sports organisations and policy makers.
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